## **Cyber Readiness Training Attestation**

#### 

The Cyber Readiness Institute (CRI) requires organizations to ensure that all employees and contractors are trained in order to be CRI Certified Cyber Ready. The training must specifically cover policies that meet or exceed CRI’s requirements in the areas of Passwords + Multi-factor Authentication, Software Updates, Phishing, Secure Sharing and Storage, and Incident Response.

This Attestation must be signed by the Cyber Leader and the senior executive or manager of the organization and provided to your CRI Cyber Coach as part of the verification process.

By signing and returning this Attestation Form, we affirm our commitment to training all employees and contractors in CRI’s Policies and their role in our Incident Response plan and confirm to the best of our knowledge and reasonable assurance that this training has been completed across our organization.

|  |  |
| --- | --- |
| Company Name: |  |
| Number of Employees Trained: |  |
| Number of Contractors Trained: |  |

|  |  |  |  |
| --- | --- | --- | --- |
| Senior Executive | | | |
|  |  |  |  |
| *Print Name* | *Title* | *Signature* | *Date Signed* |

|  |  |  |  |
| --- | --- | --- | --- |
| Cyber Leader | | | |
|  |  |  |  |
| *Print Name* | *Title* | *Signature* | *Date Signed* |